
Information Security Policy 
This policy also covers all units of Akfen REIT that use the information technology 
infrastructure, users who access information systems as third parties, and service, 
software or hardware providers that provide technical support to information 
systems. 
Within the scope of the Personal Data Protection Law No. 6698 (KVKK) and other 
relevant legislation, all necessary responsibilities regarding the collection, processing, 
protection and destruction of personal information belonging to employees, 
customers, visitors, suppliers, business partners and other relevant third parties are 
met. 
Accordingly; 

• The information security system is configured in accordance with industry 
standards. 

• All stakeholder requirements and legal obligations are complied with. 
• These risks are managed by being aware of the risks on the confidentiality, 

accessibility and integrity of all types of information assets belonging to 
investors, suppliers and business partners.  

• Meeting the obligations arising from all agreements involved, meeting the 
information security requirements of all internal and external stakeholders, 
compliance with national, international and sectoral regulations, fulfilling legal 
and relevant legislation requirements are among the responsibilities.  

• Continuous improvement of the information security system is ensured, these 
works are reviewed by the administration.  

• Undertakes that all elements in the Information Security Policy are within its 
responsibility. 

• Personnel are informed about compliance with legal regulations and necessary 
practices. 
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